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Sikring af fremtidens finansiering:  
Hybrid netbeskyttelse  
til 10.000 bankbrugere
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•	Branche: Bank-/finansydelser
•	Region: Europa
•	Omfattede brugere: 10.000+
•	Løsning: Symantec Web Protection 

(Cloud SWG) og proxyhardware
•	Miljø: Sikker netportal

1. BESKYTTELSE AF BANKNETVÆRK MED TILLID
En bank med hovedsæde i Europa havde brug for at modernisere sin 
netsikkerhedsinfrastruktur. Deres Blue Coat ASG-apparater nærmede sig slutningen af deres 
levetid, og de søgte en højtydende udskiftning. Med over 10.000 brugere i 13 lande var en 
problemfri migrering afgørende. Symantecs SSP-platform kombineret med Web Protection 
Suite tilbød en dokumenteret opgraderingssti uden at gå på kompromis med stabilitet, 
sikkerhed eller understøttelse.
2. MANGEÅRIG TILLID TIL SYMANTEC
Symantec havde længe været kundens foretrukne netsikkerhedsleverandør. Den delte 
historie med Blue Coat gjorde Symantec til en naturlig efterfølger for fortsat at sikre bankens 
netadgang og politikkontroller. Kendskab til teknologien forenklede vedtagelsen, samtidig med 
at det strategiske forhold styrkes.

3. OMFAVNELSE AF EN HYBRID NETSIKKERHEDSMODEL
For at fremtidssikre deres sikkerhedsarkitektur vedtog banken en hybrid implementering 
ved at fastholde proxyenheder på stedet, samtidig med at netbeskyttelsen udvides via 
Symantecs Cloud SWG. Denne tilgang tillod dem at opretholde granulær kontrol over kritiske 
trafikstrømme, samtidig med at de fik fleksibiliteten og skalerbarheden ved skybaseret 
sikkerhed. 

4. SIKKERHED I VIRKSOMHEDEN: HASTIGT LEVERET 
Ved at udnytte Google Clouds globale rygrad leverede Cloud SWG-komponenten enestående 
ydeevne til fjern- og filialbrugere. Adgang med lav forsinkelse til inspektionspunkter og 
intelligent trafikdirigering forbedrede slutbrugeroplevelsen, især i geografiske områder, hvor 
infrastrukturen på stedet var begrænset eller utilgængelig. Denne ydeevnefordel i skyen 
gjorde det muligt for banken at udvide beskyttelsen i virksomhedsklassen på tværs af 
arbejdsstyrken uden at gå på kompromis med hastighed og ydeevne

5. LUKKER HURTIGT MED STRATEGISK JUSTERING
Udrulningen var struktureret til at være i overensstemmelse med årets udløbsfrister og opfylde 
bankens mål for omkostningseffektivitet og risikoreduktion. Aftalen bekræftede Symantecs 
konkurrencemæssige værdi og Arrows rådgivende styrke.

•	Eksisterende Blue Coat-apparater 
nåede slutningen af deres levetid

•	Kunden havde brug for en moderne 
platformsopgradering med fuld 
funktionskontinuitet

•	Stramt budgetvindue og tidsfrist 
inden årets udgang

•	Nødvendig fortsat understøttelse 
af høj kvalitet og robust 
netværkssikkerhed

•	Kunden bevarede foretrukne 
Symantec-løsninger med forbedret 
ydeevne

•	Overgik til ny hardware uden 
afbrydelse 

•	Opnået skyfleksibilitet uden at gå 
på kompromis med ydeevne eller 
kontrol

•	Bevarede trusselsbeskyttelse i 
virksomhedsklassen for 10.000 
brugere

•	Forbedrede modstandsdygtighed, 
skalerbarhed og brugeroplevelse for 
eksterne filialer

•	Tillid til Arrows forvaltning af 
Symantecs portefølje styrkede 
langsigtet tillid

•	Leverede SSP-S410-20-
hardwareenheder og Web 
Protection Cloud SWG-licenser

•	Leverede fuld software- og 
hardwareunderstøttelse  
(niveau 1→3)


